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In Adobe’s words, Adobe Document Cloud is "a set of integrated services that use a consistent online profile and personal document hub." The goal behind Document Cloud (DC for short) is to provide a means for users to create, review, sign, and track Adobe PDF documents. Documents may be stored on a desktop or mobile device, or uploaded to a cloud service provided by Adobe. The cloud service enables the user to access PDF documents from any device with an Internet connection and the Adobe Acrobat DC software. The cloud service is available for a 30-day trial, after which the user must pay for a subscription or a one-time fee. 
The Adobe Acrobat DC program functions as Acrobat Reader in terms of opening and printing PDF documents and is free to use without the DC service, but it also includes support for DC services. Documents may be uploaded to the cloud for easy access from any other device with the Acrobat DC. An eSign service is provided with every subscription to Adobe DC. Users may electronically send and sign documents from any device. A feature called Fill & Sign makes signing anything fast and easy and includes autofill across devices. The autofill feature allows you to pre-enter commonly entered information such as your name, address, and phone number, so you can quickly enter the information into a form without typing. You may also synchronize your electronic signature across the web. 
The Mobile Link feature allows the user to move between desktop and mobile device, picking up where something was left off. 
A mobile app allows for creating, editing, commenting, and signing documents directly from a mobile device. It can also scan documents captured with camera and convert them to digital, editable forms that may be signed. 
Lastly, a document management and control service allows the user to manage, track, and control documents. Visibility is provided as to where critical documents are along their process, including who has opened them and when. Lastly, sensitive information may be protected inside and outside the firewall for business or personal use. 
